[Date]

Dear [Name]:


Last week, ______________________________, CPAs discovered that it was the victim of an unauthorized entry to its office space, during which the intruders stole a [desktop/laptop] computer.  Given this discovery, we immediately reported the theft to the police department and took aggressive steps to increase security. 


After a comprehensive investigation, we are not certain as to the intent behind this criminal act and, specifically, whether it was aimed at acquiring confidential information concerning our clients.  However, given the serious nature of any computer theft, we are writing with a precautionary advisory that your confidential information, including your taxpayer identification number or Social Security number, was on the computer, which was password protected.  Once again, we have no evidence that any personal information was targeted; nonetheless, you may want to consider taking the following actions:

1. Notify your bank.

2. Contact the credit bureaus (listed on the enclosed page) to check for irregularities on your credit report.

3. Request that the credit bureaus issue a fraud alert that will protect you from any unauthorized activity. 

We have enclosed a fact sheet to provide more comprehensive information about protecting your personal data.  Should you have any questions or concerns not addressed by the fact sheet, please contact us at [telephone number].  Our staff will be available to assist you Monday through Friday.  

Again, please know that this is a precautionary advisory, but given the seriousness of this issue, we want to assist you in taking every safeguard necessary to ensure your privacy.  Thank you for your understanding.  We regret any inconvenience that this situation may cause you. 

Sincerely, 

